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Abstract of the contribution: This contribution proposes some updates to solution#4 for KI#2 for the study of FS_VMR_Ph2.  
1. Proposal
It is proposed to accept the following changes to TR 23.700-06 as update to solution#4 related to KI#2.
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6.4
Solution #4: MWAB authorization handling
6.4.1
Introduction

This solution addresses issues related to KI#2. It provides methods to support MWAB operation authorization in different roaming scenarios. It also provides means to handle authorization status change handling for both MWAB-gNB logic and MWAB-UE logic.

This solution further addresses the MWAB configuration issues related to KI#2. It provides methods to support MWAB configuration in different scenarios including roaming.
6.4.2
Functional Description

When MWAB node includes MWAB-gNB function and MWAB-UE function as described in clause 4, the authorization of the MWAB-UE operation can be based on subscription information (e.g. specific slice or separate MWAB operation indication) linked to the MWAB-UE and the authorization status can depend on the location and/or time. The MWAB-gNB service authorization in a PLMN may be controlled when MWAB-gNB retrieves the configuration parameters from OAM system during the plug-and-connect procedure as specified in TS 28.315 [X].

NOTE 1:
The possibility of authorization handling of MWAG-gNB needs to be further synched with RAN WGs and SA5.
The MWAB-gNB and MWAB-UE may be connected to the same network/5GC (with same or different AMFs), or they may be connected to different network/5GC. The UDM which holds the subscription information for MWAB-UE can be in the BH-5GC (i.e. where the MWAB-UE is registered) or in a different 5GC (which has roaming agreement with the network serving the MWAB-UE).
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Figure 6.4.2-1: MWAB-gNB and MWAB-UE connect to the same 5GC
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Figure 6.4.2-2: MWAB-gNB and MWAB-UE connect to different 5GCs

The BH-AMF, where the MWAB-UE is registered, is responsible for the authorization of the MWAB-UE operation during the NAS registration procedure in all scenarios (i.e. non-roaming as well as roaming) based on the subscription information (e.g. specific slice or separate MWAB operation indication) linked to the MWAB-UE.

The BH-AMF provides the MWAB node authorization information to the MWAB-UE via NAS registration related message (e.g., allowed slice or separate MWAB operation indication) and to the BH-gNB via NGAP message.

The MWAB-UE may provides the authorization information to MWAB-gNB. The communication between MWAB-UE and MWAB-gNB is based on implementation.

The MWAB-gNB initiates the gNB operations (e.g. it requests MWAB-UE to setup IP connections for needed backhaul communication and sets up the RAN-CN connection towards AMF), if service authorization information indicates that the MWAB is allowed to operate as MWAB node in the intended PLMN is received from OAM.

For MWAB-gNB configuration considering all the different mobility scenarios applicable for the MWAB node e.g. national roaming and international roaming, different configuration parameters (e.g. the service authorization, the detailed configuration to operate the air interface properly and how to set up proper connections with surrounding nodes) may be needed in different locations. 

It is proposed that MWAB-gNB retrieves and applies different configurations from OAM servers based on current location of the MWAB node. The IP connectivity between MWAB and OAM server may be provided by the MWAB-UE logic using PDU session. 
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Figure 6.4.2.3-1: MWAB-gNB and MWAB-UE connects to 5GC and OAMs 
MWAB node may trigger the request towards to establish the backhaul IP connection for OAM communication after MWAB-UE registration in the BH-5GC.

6.4.3
Procedures

6.4.3.1
MWAB node authorization and operation initiation

This procedure describes the MWAB node authorization steps and the operations with focus on the 5GC aspects.
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Figure 6.4.3.1-1: MWAB node authorization and operation initiation

MWAB-UE registration and authorization phase:

1.
The MWAB-UE triggers registration towards the selected PLMN in NR cell. The MWAB-UE provides the MWAB Indication via RRC and NGAP message to BH-AMF.

2.
The BH-AMF retrieves MWAB-UE subscription data from UDM and authorizes the MWAB operation.

3.
The BH-AMF accepts the MWAB-UE registration request and provides the MWAB authorization status to MWAB-UE and BH-gNB.

Editor's note:
The need of the indications on RRC and NGAP is FFS.

MWAB-gNB operation initiation:

4.
Based on authorization allowed information provided (e.g. specific allowed slice for MWAB-UE or separate MWAB authorized indication), the MWAB establishes the IP connectivity for backhaul usage. Or the MWAB-UE may establish PDU Session to provide the IP connectivity for backhaul usage based on the MWAB authorization status (i.e. authorized indication or allowed specific slice) provided by the AMF.

NOTE 1:
The detailed communication between MWAB-gNB and MWAB-UE is implementation based and not in SA2 scope.

5.
If OAM also allows the MWAB-gNB operation in the PLMN that MWAB-gNB intend to connect, the MWAB-gNB connects to the AMF via the backhaul IP connectivity provided by the MWAB-UE.

6.
The MWAB-gNB initiates the service towards UE.

NOTE 2:
How the MWAB-gNB receives the service authorization and parameters needed for operation (e.g. PLMN ID, TAC, Cell information with CAG IDs, AMF information for connection) is addressed by other solutions.

UE registration via MWAB-gNB cell:

7.
The UEs allowed to access the MWAB cell selects the cell and trigger Registration Request.

6.4.3.2
MWAB authorization status change for Registered MWAB

This procedure is used when MWAB authorization status changes for a registered MWAB-UE .
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Figure 6.4.3.2-1: MWAB authorization status change handling

Registered MWAB-UE authorization status change:

1.
BH-AMF triggers NAS UE configuration update procedure to inform the MWAB-UE with the MWAB authorization status change (e.g. the updated allowed slice information or MWAB authorized indication).


When MWAB-UE authorization status is changed from allowed to not-allowed, the BH-AMF may provide one of the following additional information in the UE Configuration Update Command message:

a)
Indication that the MWAB-UE needs to be deregistered.

b)
Indication that the BH PDU Session(s) need to be released.

NOTE 1: 
The triggering for this may be different (e.g. subscription data change, location restriction, time restriction, local policy in BH-AMF).
MWAB-UE authorization status change from allowed to not-allowed:

2.
Based on authorization allowed information provided OAM and optionally the allowed slice information/MWAB authorized indication by the MWAB-UE, the MWAB-gNB triggers the move of connected UEs to other cells.

NOTE 2: 
The coordination of the authorization information change for MWAB-UE in subscription data and the service authorization state change of MWAB-gNB in the connected PLMN is out of the scope of 3GPP.
3.
After all the UEs are moved, the MWAB-gNB may remove the TNLA and NGAP connection towards the AMF.

4.
The MWAB releases the IP connectivity or the MWAB-UE may release the BH PDU Session(s) based on the additional information received in step 1.


The MWAB-UE may deregister based on the additional information received in step 1. Or the BH-AMF may deregister the MWAB-gNB from the network based on local policy, after the BH PDU Sessions(s) have been released or a timer that started at step 1 expires.



The MWAB-gNB shuts down the air interface.

NOTE 3:
Deregistration of MWAB-UE can be performed without performing BH PDU Session(s) release separately.

NOTE 4:
The detailed communication between MWAB-gNB and MWAB-UE is implementation based and not in SA WG2 scope.

MWAB-UE authorization status change from not-allowed to allowed:

5-8.
Same to steps 4-7 in Figure 6.4.3.1-1.

6.4.3.X
MWAB node and OAM server communication

This procedure is used when MWAB needs to initiate communication with OAM to retrieve proper configurations for MWAB-gNB function to operate properly in the current location and in the network the MWAB-gNB will connect to. 
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Figure 6.4.3.X-1: MWAB communication with OAM
1.
Based on the operation status and location capability build in in the MWAB-gNB, the MWAB-gNB realizes the need of communication with OAM to retrieve service authorization and configuration data to operate in certain areas and networks. The MWAB-gNB requests the MWAB-UE to provide backhaul IP connectivity for the OAM communication. The MWAB-UE sets up the PDU session and gains IP connectivity.
NOTE 1: The realization of the MWAB node’s current location and receiving the needed authorization and configuration information needs coordination with RAN WGs and SA5.
2.
The MWAB-gNB initiates the retrieval of configuration with OAM server, indicating the current location of the MWAB node. 

Based on the location information from MWAB-gNB, OAM server authorize the request and decides the proper configuration parameters for the MWAB-gNB. 

The configuration information provided to MWAB-gNB includes the AMF information for the MWAB-gNB to setup SCTP association and N2 connection. The configuration information also includes needed parameters for MWAB-gNB for the setup of other interfaces for serving the UEs.

NOTE 2: The communication details between MWAB-gNB and OAM system (e.g., the plug-and-connect procedure as described in TS 28.315 [X]), including the roaming scenario, will be coordinated with SA5. The configuration details needed for MWAB-gNB is addressed in RAN WGs.

3.
The MWAB-gNB sets up connection with AMF and initiates service over the air interface.

4.
UE triggers the PLMN and cell selection in the MWAB cell and triggers the registration request.

6.4.4
Impacts on services, entities, and interfaces

AMF:

-
Support MWAB authorization handling based on subscription data and local policy.

-
Support NGAP removal procedure.

MWAB-UE:

-
Support Authorization status handling.

-
Support the IP connectivity establishment for the backhaul usage request from MWAB-gNB.

MWAB-gNB:

-
Support NGAP removal procedure.

-
Support the handling of UE move to other cells when authorization status changes.
-
Support location-based configuration retrieval from OAM system.

-
Support parameters for operation, including RAN-CN communication information.
OAM:

-
Support location-based configuration deployment.

-
Support provision of location-based parameters for operation, including RAN-CN connection information.
END OF CHANGES
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